
Cybersecurity Services 
& Commodities 
NITAAC Delivers Cyber Benefits 
Protecting the federal government’s information 
is a never-ending battle. In recent years, the     
federal government has been investing in new   
cyber initiatives and mandates. As the world 
looks to secure information and technology, the 
government has frequently looked to NITAAC to 
support its cybersecurity needs to the tune of 
over $5 billion. Whether you are looking to comply 
with Zero Trust initiatives, looking for the most 
innovative products or need help protecting an 
agency’s environment, NITAAC’s Government-Wide 
Acquisition Contracts (GWACs) can assist. 

Our three Best in Class Government-Wide 
Acquisition Contracts (GWACs), CIO-SP3,                 
CIO-SP3 Small Business and CIO-CS, connect you 
with contract holders who have already proven 
successful at developing customized, flexible 
cybersecurity solutions. Many of our contract 
holders have cleared personnel (both within various 
DHS agencies and the DoD) ready to support the 
federal government in a variety of positions that 
require access to sensitive information. 

NITAAC Supports 
Zero Trust 
With innovative 
dual authentication 
products and services, 
we support Zero Trust 
initiatives. CIO-CS 
Contract Holders 
have everything from 
ransomware protection 
to cloud migration to 
compliance and so 
much more. 

Acquisitions at the 
Speed of Innovation 

Our average times 
from order to award 
are among the federal 
government’s fastest. 
For CIO-SP3 and 
CIO-SP3 Small 
Business, it averages 
30 to 45 days. For 
CIO-CS, it averages 
only 10 days. 

Streamlined 
Ordering 
NITAAC GWACs 
use the streamlined 
processes and 
procedures of 
FAR 16.505 vs. 
the rigorous source 
selection processes 
of FAR Part 15. 

All Mission Critical 
IT in One Stop 

Cybersecurity 
products and services 
are available from 
industry leading 
Contract Holders 
under CIO-SP3, 
CIO-SP3 Small 
Business and CIO-CS. 
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1.888.773.6542 
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Overview: 

CIO-SP3 and CIO-SP3 Small Business can accommodate cybersecurity 
services under Task Area 7: Critical Infrastructure Protection and 
Information Assurance. If Cloud is needed, Task Area 4: 
Outsourcing can assist. 

If commodities or managed services are needed, CIO-CS 
can accommodate Cybersecurity under Category 3: 
IT Security Software. 

No matter your agency’s cyber needs, our Contract Holders 
can assist. Among the many solutions offered are: 

Defensive Cyber: 
• Malware Analysis and Triage 
• Reverse Engineering 
• Continuous Diagnostics and Mitigation 
• Zero Trust 
• Security Training 

Offensive Cyber: 
• Advanced Threat Analysis 
• Computer Network Forensics 
• Penetration Analysis 
• Vulnerability Testing 

Our current cyber customers include these and other federal agencies, 
offices and programs: 
• Administration for Children and Families 
• Agriculture Research Service 
• Centers for Disease Control and Prevention 
• Defense Health Agency 
• Defense Information Systems Agency 
• Department of Agriculture 
• Department of Army 
• Department of Commerce 
• Department of Education 
• Department of Energy 
• Department of Homeland Security 
• Department of Navy 
• Department of State 
• Department of Veterans Affairs 
• Environmental Protection Agency 
• Food and Drug Administration 

• Health Resource and Services Administration 
• Internal Revenue Service 
• Justice Management Division 
• Marine Corps 
• National Eye Institute 
• National Institute of Allergy and Infectious 

Diseases 
• National Institutes of Health 
• National Oceanic and Atmospheric Agency 
• Office of Governmentwide Policy 

• Office of the Secretary of Defense 

• Social Security Administration 
• United States Air Force 
• United States Citizenship and Immigration 

Services 

Find out how you can join NITAAC’s 
satisfied customers today. 

NITAACsupport@nih.gov 
1.888.773.6542 
nitaac.nih.gov 




